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**Republic Act No. 10175 or Cybercrime Prevention Act of 2012**

**Introduction:**

This act aims to protect the personal data information and communications systems in both the government and the private sector. This is to prevent Cybersex, child pornography, data breach, unlawful access and cyber libel are among the offenses covered by this statute. It is to address the legal issues regarding on online interactions and the Internet in the Philippines.

This act have penalties. The person, who will found that guilty of any punishable in this act, shall punished with imprisonment of prison mayor of at least (PHP 200,000) not exceeding 1 million pesos.

**Implementation:**

1. First thing, you need to propose to the government agency such as NBI or PNP regarding this matter, to aware them about cybercrimes via online and create them an anti cybercrime protection.

2. 2nd thing, if the law was created, they need to developed and rules and regulation to prevent and how will they solutions this kind of crimes via online/internet.

3. 3rd they need to have a training program or seminars in government agency and even in school private or public. To have an awareness especially in all student who use social media/internet.

**Enforcement Mechanisms:**

1. **Law Enforcement Authorities** – Under the government such as PNP and NBI shall have a responsible for the efficient and effective law enforcement of the provisions of this act.

2. **Power and Functions of law Enforcement Authorities** – This mechanism, need to have cybercrime unit or division the NBI and PNP such as Investigate all cybercrimes via related on computers, Conduct data recovery that using electronics as evidenced, Formulate Guidelines, Provide technical support and many more.

3. **Duties of Law Enforcement Duties** – these mechanisms, is to focused and ensure to prevent the technical nature of cybercrime.

4. **Preservation and Retention of Computer data -** The integrity of traffic data and subscriber information, shall kept retained and preserved by a service provider for a minimum period of six (6) months from the date of the transaction.

5. **Collection of Computer Data –** Upon the issuance of court warrant, need to have authorized to collect or record via electronic. The service providers are required to collect or record by technical or electronic means, to cooperate and assist in the collection or recording of computer data.

**Justify the Law:**

It is important because, now a day our generations have a full news, articles regarding to this kind of crimes, which is the cybercrimes via online. Using an internet, there's many children 13 below that involved in any cybercrimes such as harassment, cybersex etc. In addition, many other companies got victims in data bleach or leak confidential data, and hacked. So this Act, implemented to give help for every person who got victims, and one of the purposed why government need to developed or implement this, is to prevent this kind of crimes and decrease the people that got involved, and build up or upgrade security in computer system to protect confidential data, files etc. This is my one source to provide me a relevant reference, *www.officialgazette.gov.ph, n.d.*